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Cobia v0.5 Release Notes 08/08/2008

What’s New in this Release
This release includes product enhancements and performance upgrades as well as new and 
modified features that are described in the following table:

Known Issues
This section describes known issues and workarounds with this release.

Uneditable NAT Rules
If you create NAT rules that cause the Cobia server to become unusable, connections to the 
database can fail which prevents you from making further changes to the NAT rules.

Workaround: To clear the above condition, you must delete the rules and recreate the 
default rule set:

1 Log in to the Cobia server as user root using SSH or directly with a keyboard. 

Table 1: Cobia v0.5 Features 

Feature Description See

New Features

New modules This release of Cobia provides six new modules:

• Anti-virus

• Anti-spyware

• Anti-spam

• URL

• DNS

• VPN

Each module has a 
corresponding 
users guide 
available at:

Modified Features or Documentation 

Modules updated The following modules have been updated to reflect this 
release:

• Users Guide

• Router

• Firewall

• Admin

Each module has a 
corresponding 
users guide 
available at:

DHCP Module The DHCP module has been modified and now supports 
remove subnets. 
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Data Conflict Errors
Data entered in the user interface is not always validated correctly. (10045, 8080)

Workaround: If you suspect IP address conflicts, log in to the command line and enter 
ifconfig. Ethernet interfaces experiencing a conflict within your network will not reflect any 
IP address. 




